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Opportunity for 

Rework Cost Reduction

Software as % of total system cost

1997: 45% ­ 2010: 66% ­ 2024: 88%
Post-unit test software rework cost 

50% of total system cost and growing

Requirements

Architecture Design

Acceptance 

Test

Unit 

Test

Code Integration 

Test

Operation

Where Faults are Found

Where Faults are Introduced

Nominal Cost Per Fault for 

Fault Removal

Software Interaction Complexity Drives System Cost

Software Development Life Cycle
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SAE standard Architecture Analysis 

& Design Language (AADL) for 

hardware, software and system 

modeling and analysis

ÅSupports incremental development and 

predictive analysis

Å Leads to early discovery of issues in 

operational quality attributes

Automation and auto-generation 

from verified models

ÅResults in major certification related 

rework cost reduction

Å Increases assurance confidence by 

complementing system testing

Architecture Centric Virtual 

Integration Process (ACVIP)
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Virtual Integration of Software, Hardware, and System!

AADL is designed to support:

1) Predictive Architecture Analysis

2) Incremental development

3) Standardized strong semantics

4) Analysis driven synthesis
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